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An Overview:



1. Understand how the use of analytics can augment previously used investigative 
and oversight techniques. 

2. Understand how a fraud analytics framework can be implemented based on 
crawl, walk, run method.    

3. Know how to use initial organization and descriptive statistics techniques to help 
identify outliers for follow up. 

4. Observe possibilities for more advanced analytics strategies. 
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Golden Rule/Disclosure: 

There is no silver bullet in the 
world of Analytics. This is 

especially true in the much 
smaller world of fraud 

analytics. Each situation 
involves its own unique 

solution and use of data.   



Just like tactics, we can learn through crawl, walk, run model:
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Used to detect potential bid rigging.
Created in Swiss economists David Imhoff and Yavuz Karagok.
Has worked in Switzerland, Japan, and now being used in America.
Pair with mapping to look for groups of collaborators in specific regions. 



As we move beyond local 
or one-off type of 
analysis we need to start 
looking for data that can 
be used at scale. 

Using data creatively can 
help solve a lot of  
problems. 

But, these techniques 
also need specialized 
knowledge and 
experience to build out. 

Lets look at an example. 









## # A tibble: 2 × 4 
##   .metric  .estimator .estimate .config              
##   <chr>    <chr>          <dbl> <chr>                
## 1 accuracy binary         0.900 Preprocessor1_Model1 
## 2 roc_auc  binary         0.961 Preprocessor1_Model1 

final_wf_elasticnet <- extract_workflow(final_fitted_elasticnet) 

conf_mat_resampled(final_fitted_elasticnet, tidy = FALSE) %>% 
  autoplot(type = "heatmap") 



##                             ci.upper     p.value 
## Abstract Count           68.49022201 0.000000000 
## Sentiment - Anger         0.16487757 0.000000000 
## Sentiment - Anticipation  0.22930318 0.000000000 
## Award Amount              0.26533851 0.000000000 
## Sentiment - Disgust       0.20143444 0.000000000 
## Employee Number           0.05532811 0.844462972 
## Sentiment - Fear          0.20545817 0.000000000 
## Sentiment - Joy           0.21333964 0.000000000 
## Sentiment - Negative      0.23784917 0.000000000 
## Sentiment - Positive      0.18616591 0.000000000 
## Sentiment - sadness       0.24316141 0.000000000 
## Sentiment - Sentiment     0.14242356 0.000000000 
## Sentiment - surprise      0.12187229 0.000000000 
## TF-IDF Composite          0.30420608 0.000000000 
## Tone                     -0.03578976 0.000002614 
## Sentiment - Trust         0.18472990 0.000000000 



Conclusion: 

Parting Shots:

1. Analytics require creative problem solving, just like investigations and oversight in general.

2. Analytics can help you both proactively and reactively. 

3. Data is everywhere, leverage it to help you instead of letting it drown you. 

4. Analytics are not the end all be all of investigations, we need to maintain proficiency in traditional oversight 
methods too. But… analytics can impact such a wide range of your work, day to day, that it may be one of 
the most helpful skills you develop. 
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Questions? 


